How to Allow and Block Pop-Ups in Chrome
Block pop-ups on specific sites

Some websites use lots of pop-ups or have pop-ups that you know you don't want to
deal with. Follow these steps to block pop-ups on specific sites in Chrome:

1. Open Chrome and click the three dots in the upper-right corner, then
click Settings.
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2. Click Privacy and security from the left navigation menu.
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3. Click Site Settings in the box at the top of the page.
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4. Scroll down and click Pop-ups and redirects.
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5. If you see the targeted website on your Allow list, click the three dots next to its
name, then click Block in the drop-down menu.
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If you don't see the targeted site on the Allow list, click the Add button across
from Block at the top.



Settings

2  ‘Youand Google
Autofill
Safety check

Privacy and security

Search engine

Default browser

=]
o
)
@  Appearance
Q,
=1}
0]

On startup
Advanced -
Extensions &
About Chrame

< Pop-ups and redirects Q, Search

Allowed

Block
[ hitpi/cid2.actonsoftware.com:80

¥ hitpsyiwww praguemonning.cz

Allow

hitp:/fwww.amecharts.com: &0
[* Jwww.amcharts.com

hitps-iiveww edmodo.com:443

B @ & &

httpsif* Jwww.edmodo.com:443

Enter the website's URL, then click Add.
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1. Click the lock icon on the left side of the address bar, then click Site Settings from
the menu.
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2. Proceed as above, steps 2 through 5.

Predictably, pop-ups aren't the only Chrome nuisance. You can also block those
annoying Chrome notifications in just a few easy steps.

Block pop-ups on all sites

Maybe you just don't want any pop-ups at all. Here's how to block all pop-ups in
Chrome.

1. Open Chrome and click the three dots in the upper-right corner, then
click Settings.
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2. Click Privacy and security from the left navigation menu.
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3. Click Site Settings in the box at the top of the page.

Turn aff



4.

Settings

& ‘Youand Google
B Autofil

®  safetycheck
Q&  Privacy and security
@  Appearance
[+} Search engine
B  Default browser
()  onstarup
Advanced

Extensions

About Chrome

Privacy and security

i Clear brawsing data i

Clear history, cookies, cache, and more

& Cookies and other site data
Third-party cockies are blocked in Incognito mode

@ Security
Safe Browsing (protection from dangerous sites) and other security settings

_+ Site Settings
Conftrals what information sites can use and show (location, camera, pop-ups, and maore)

Appearance
Theme
A Reset to default
White n' Grey i
Show home button
e

hittp://praguemonitor.com/

(O MNew Tabpage

Scroll down and click Pop-ups and redirects.
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5. Atthe top, toggle the Blocked (recommended) button to the on position.



Settings

L8l You and Google
B autofill

@  safetycheck
@  Frivacy and security
&  Appearance

Q, Search engine
B  Default browser
()  onstartup
Advanced

Extensions

About Chrome

@

Pop-ups and redirects

Blocked (recommended)

Block

Allow

B @ & &

hitp:/fcid2. actonsoftware.com: 80

hitps:iiwww. praguemeonming.cz

hitp:/fwww.amecharts.com: &0

[* Jwww.amcharts.com

hitps-iiveww edmodo.com:443

hitps:[* Jwww.edmodo.com:443

Q, Search

Add

Add



